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Abstract— Mobile Ad-Hoc Network (MANET) is a wireless network without infrastructure. Self configurability and easy deployment feature of the MANET resulted in numerous applications in this modern era. It generally works by broadcasting the information and used air as medium. It's broadcasting nature and transmission medium also help attacker, whose intention is to spy or disrupt the network. Many type of attack can be done on such Mobile Ad-hoc network. The emphasis of this paper to study wormhole attack, some detection methods and different techniques to prevent network from these attacks.
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I. INTRODUCTION

Adhoc network are popular and useful because of infrastructure less nature. These are wireless networks, where nodes communicate with each other using multi-hop links. There is no stationary infrastructure or base station for communication. Such a network is helpful in creating communication between nodes that may not be in line-of-sight and outside wireless transmission range of each other. Similar wireless networks have important applications in a wide range of areas covering from health, environmental control to military systems. Each node itself acts as a router for forwarding and receiving packets to/from other nodes. The original idea of MANET started out in the early 1970s. [18] It generally work by broadcasting the information and use air as medium, these help attacker whose intention is to spy or disrupt the network, so they face acute security problems compared to the wired medium. One of such critical problem is wormhole attack problem. Wormhole attack are one of that type of attack which is done by attacker, can do lot of damage to the network. These attacks can be combined with selective forwarding or eavesdropping. Wormholes can either be used to analyze authenticity and non-repudiation are difficult to achieve in MANET, mainly because every node in the traffic through the network or to drop packets selectively or completely to affect the flow of information. There are different type of method available for detection of wormhole attack and it’s prevention. The security mechanisms used for wired network such as authentication and encryption are futile under hidden mode wormhole attack, as the nodes only forward the packets and do not modify their headers. Attack in participating mode is more difficult, yet once it is launched, it is also hard to detect. It means all security mechanism available for hidden type wormhole attack is not applicable on exposed type wormhole attack.

MANET has several challenges. They include:-

a) Power awareness: Since the nodes in an Ad-hoc network typically run on batteries and are deployed in hostile terrains, they have stringent power requirements. appear smaller, one significant attribute of cluster-based routing is that it can make a dynamic topology appear less dynamic. In order to implement a dynamic hybrid routing scheme, efficient clustering algorithms must be designed.

b) Dynamic topology: The nodes are mobile and hence the network is self-organizing. Because of this, the topology of the network keeps changing over time.

c) Quality of service (QoS) – Providing constant QoS for different multimedia services in frequently changing environment.


e) Security: Security in an Ad-hoc network is extremely important in scenarios such as a battlefield. The five goals of security – availability, confidentiality, integrity the network participates equally in routing packets.
f) Distributed network: A MANET is a distributed wireless network without any fixed infrastructure.

II. IMPACT OF WORMHOLE

To show the impact of wormhole attacks, there is simulated randomly distributing nodes in a rectangular region and used the shortest path algorithm to find the best route between any node pairs. If a wormhole is formed, some node pairs may find “shorter” path through the wormhole and hence be controlled by the wormhole. In first experiment, the base station is at corner, one wormhole endpoint is near the base station and the other endpoint moves across the network. In the second experiment, the base station is at center, one wormhole endpoint is near the base station and another endpoint moves diagonally across the network. We are interested in how many routing paths are affected by a single wormhole?

![Impact of Wormhole — Experiment](image)

The fig.2 below shows the experimental result. If the base station is at center, a single wormhole will be able to attract nearly all traffic. This indicates that a single wormhole can greatly affect the performance of network.[3]

![Fraction of Routes to Base Station Disrupted vs Position of Endpoint](image)

III. PREVENTION OF WORMHOLE ATTACK

Each node will send RREQ messages to destination by using its table of neighbor [12]. If the sending node does not receive back the RREP message within a fixed time, it detects the presence of wormhole and adds the route to its wormhole list. Each node maintains a neighbor node table which contains a RREQ sequence number, neighbor node ID, sending time and receiving time of the RREQ and count. Here the source node sets the Wormhole Prevention Timer (WPT) after sending RREQ packet and wait until it overhears its neighbor's retransmission. According to the author, the maximum amount of time required for a packet to travel one-hop distance is WPT/2. Therefore, the delay per hop value must not exceed estimated WPT. However, the proposed method does not fully support DSR as it is based on end-to-end signature authentication of routing packets.

There are some proposals to detect wormhole attacks like:

1) The abrupt decrease in the path lengths can be used as a possible symptom of the wormhole attack.
2) With the available advertised path information, if the end-to-end path delay for a path cannot be explained by the sum of hop delays of the hops present on its advertised path, existence of wormhole can be suspected.
Some of the paths may not follow the advertised false link, yet they may use some nodes involved in the wormhole attack. This will lead to an increase in hop delay due to wormhole traffic and subsequently an increase in end-to-end delay on the path. An abrupt increase in the end-to-end delay and the hop queuing delay values that cannot be explained by the traffic supposedly flowing through these nodes can lead us to suspect the presence of wormhole.[14]

IV. CLASSIFICATION OF WORMHOLE ATTACK

For example, in figure 3, the path from S to D via wormhole link (W1, W2) has the length of 5 when the normal path has the length of 11. Therefore, in most routing protocols, S prefers sending data to D along the path with wormhole link.[9]

B. Exposed Attacks

In exposed attacks, wormhole nodes do not modify the content of packets but they include their identities in the packet header as legitimate nodes do (figure 3). Therefore, other nodes are aware of wormhole nodes’ existence but they do not know wormhole nodes are malicious. In case of exposed attacks, the path from S to D (figure 3) via wormhole will be:

S _ A1 _ W1 _ W2 _ B1 _ D

In hidden attacks, there are many fake neighbors created by wormhole link but there’s no fake neighbor except (W1, W2) in this case. This difference leads to differences in detection mechanisms. Some mechanisms which can do well in detecting hidden attacks cannot detect exposed attacks and vice versa.

C. Detection of wormhole attack

If the wormhole is placed carefully by the attacker and is long enough, it is easy to see that this link can attract a lot of routes. Note that if the wormhole link is short, it may not attract much traffic, and hence will not be of much use to the adversary. A wormhole attack is considered dangerous as it is independent of MAC layer protocols and immune to cryptographic techniques. Strictly speaking, the attacker does not need to understand the MAC protocol or be able to decode encrypted packets to be able to replay them. In its most sophisticated form, the wormhole can be launched at the bit level or at the physical layer. In the former, the replay is done bit-by-bit even before the entire packet is received (similar to cut-through routing). In the latter, the actual physical layer signal is replayed (similar to a physical layer relay). These forms of wormholes are even harder to detect. This is because such replays can happen quite fast and thus they cannot be detected easily by timing analysis.

V. SIGNIFICANCE OF WORMHOLE ATTACK

While wormhole could be a useful networking service as this simply presents a long network link to the link layer and up, the attacker may use this link to its advantage, but depend upon intension attacker can do spy and damage.
VI. DETECTION AND AVOIDANCE OF WORMHOLE ATTACKS

Several approaches have been developed to defend against wormhole attacks in mobile ad hoc networks. In [2] packet leashes are used to protect reactive routing protocols against wormhole attacks. A leash is defined as any information appended to a packet to restrict the maximum transmission distance of the packet. Two kinds of leashes have been proposed: geographical leashes and temporal leashes. In the geographical leash, the sender appends its location and sending time to a packet. Based on this information, the receiving node computes an upper bound on the distance to the sender. This solution requires in fact location information and coarse synchronization of all nodes in the network. In the temporal leash, the sender appends the sending time to the packet and the receiving node computes a traveling distance of that packet assuming propagation at the speed of light and using the difference between packet sending time and packet receiving time. This solution requires a fine-grained synchronization among all nodes.

The SECTOR protocol [1] presents a countermeasure against wormhole attacks by allowing nodes to prove their encounters with other nodes. However, several hypotheses are needed for this protocol to work correctly. Among these are, the necessity of coarse synchronization, the ability of nodes to measure their local timing with a nanosecond precision, the pre-establishment of security associations between each pair of nodes, and the presence of a central authority that controls the network membership. The so-called disjoint path based approaches have been adopted recently.

In [4] the wormhole attack is detected on multipath routing. When a source needs a new route, it will flood the network with RREQ and wait for responses. The intermediate node will forward the first RREQ packet only. The destination will wait for some time to collect all the obtained routes after receiving the first RREQ. A new scheme called Statistical Analysis of Multi-path (SAM) is proposed in . SAM uses $P_{\text{max}}$ and $\delta$, which will be higher in the presence of wormhole attack. Here, $P_{\text{max}}$ is the maximum probability of relative frequency of a link to occur in the set of all obtained routes from one route discovery. $\delta$ is the difference between the most frequently appeared link and the second most frequently appeared links in the set of all obtained routes from one route discovery. A probability mass function (PMF) is used to find that the highest relative frequency is more for a system under wormhole attack as compared to a normal system. The performance of on-demand multipath routing (MR) protocol and DSR are compared under wormhole attack.

In [7] detection of wormhole nodes is done on the basis of the Hello control messages. As a metric of compliance with the OLSR specifications, the author has used the percentage of HELLO Message Timing Intervals (HMTIs) that lie within a range bounded by the amount of jitter. A range $R = [T - \delta, T + \delta]$ has been defined. If an HMTI is in this range $R$, it is considered to be valid; otherwise it is out-of-protocol. A secondary check is done whenever the Hello Message Timing Interval packet behavior is suspicious. On the other hand, a poorly performing node would have associated with it a relatively large number of retry packets, which would not be the case with an attacking node. This way, the problem of false positive alarms is negotiated.

In [10] wormholes are detected by considering the fact that wormhole attacks consists of relatively longer packet latency than the normal wireless propagation latency on a single hop. Since the route through wormhole seems to be shorter, many other multi-hop routes are also channeled to the wormhole leading to longer queuing delays in wormhole. The links with delays are considered to be suspicious links, since the delay may also occur due to congestion and intra-nodal processing. The OLSR protocol has been followed as the basis for routing. The approach [10] aims to detect the suspicious link and verify them in a two step process described below.

In the first step, Hello packets are sent to all the nodes within its transmission range. When the receiver receives a Hello (request), it records the sender's address and the time delay $\Delta$ left until it is scheduled to send its next Hello message. For piggybacked reply, the node attaches the recorded address of the sender and their respective values of $\Delta$. When a node receives a Hello (reply), it checks whether it contains information related to any of its outstanding requests. If no such information is present, then it treats it as any other control packet. Otherwise, the node checks the arrival time of Hello (reply) to see whether it arrived within its scheduled timeout interval taking into consideration the delay $\Delta$ that occurred at the receivers end. If it is within its timeout then the link between itself and node is considered to be safe, otherwise suspicious and communication to that node is suspended by the sender nodes until the verification procedure is over. In the second step, the sender will send a probing packet to all the suspected nodes detected in the previous step. If a proper acknowledgement is received from some node X within its scheduled timeout then node X is again considered to be safe. Otherwise the presence of wormhole is proved. Further the end-to-end authentication is also considered by using symmetric key cryptography.

Both in SaW [16] and DaW [13] similar propositions are made. Only difference is in the selection of routing protocols. In reference [16] AODV protocol was followed while in [13] DSR routing protocol was used. In both of these papers, trust based security models have been proposed and used to detect intrusion. Statistical methods have been used to detect the attacks. If any link is found to be suspicious, then available trust information is used to detect whether the link is a wormhole. In the trust model
used, nodes monitor neighbors based on their packet drop pattern and not on the measure of number of drops. Karl Pearson’s formula for correlation coefficient is used in identifying the pattern of the drops. In [13] another algorithm for detecting the presence of wormhole in the network has been proposed. Here, after sending the RREQ, the source waits for the RREP. The source receives many RREP coming through different routes. The link with very high frequency is checked using the following expression:

\[ P_i = \frac{n_i}{N}, \text{ for all } i \]

\[ P_{max} = \max (P_i) \]

where \( R \) is the set of all obtained routes, \( i \) is the \( r \)th link, \( n_i \) is the number of times that \( i \) appears in \( R \), \( N \) is the total number of links in \( R \), and \( P_i \) is the relative frequency that \( i \) appears in \( R \). If \( P_{max} > P_{threshold} \), check the trust information available in the RREP of that route. If the value of correlation coefficient for packets dropped to that sent is greater than the pre-set threshold \( t \), then the node is malicious, inform the operator else continue with routing process.

In reference [5], both the hop count and delay per hop indication (DelPHI) are monitored for wormhole detection. The fundamental assumption in [5] is once again that the delay a packet experiences under normal circumstances for propagating one hop will become very high under wormhole attack as the actual path between the nodes is longer than the advertised path. Like [10] the proposed methodology in [5] for wormhole detection is also a two-step process.

In the first phase the route path information are collected from a set of disjoint paths from sender to receiver. Each sender will include a timestamp on a special DREQ packet and sign it before sending it to the receiver. Each node upon receiving the packet for first time will include its node ID and increase the hop count by 1 and discards the packet next time onwards. The DREP packets will be sent by the receiver for each disjoint path received by it. This procedure is carried out for three times and the shortest delay as well as hop count information will be selected for wormhole detection. In the second phase, the round trip time (RTT) is taken by calculating the time difference between the packet it had sent to its neighbor and the reply received by it. The delay per hop value (DPH) is calculated as RTT/2h, where \( h \) is the hop count to the particular neighbor. Under normal circumstances, a smaller \( h \) will also have smaller RTT. However, under wormhole attack, even a smaller hop count would have a larger RTT. If one DPH value for node X exceeds the successive one by some threshold, then the path through node X to all other paths with DPH values larger than it is treated as under wormhole attack.

In [17] a new protocol called Multi-path Hop-count Analysis (MHA) is introduced based on hop-count analysis to avoid wormhole attack. It is assumed that too low or too high hop-count is not healthy for the network. The novelty of the hop-count analysis in detecting wormholes is however questionable. Similar works have also been reported earlier. As an example, Djenouri et al. [8] may be considered.

In [15] WHIDS, a cluster based counter-measure is proposed for the wormhole attack. Simulation results using MATLAB exhibit the effectiveness of WHIDS for detecting wormhole attack. The method, however, has not been tested in presence of multiple wormhole attacks.

Vu et al. [11] also proposed to detect the presence of wormhole using two phases as in and . The first phase consists of two methods. In the first method, the measure of round-trip-time (RTT) between the source node and all of its immediate neighbors are considered. In the second method, source node identifies the one-hop and two-hop neighbors to form its neighbor set. If it is found that the destination node is not a neighbor of the source node then the link between them comes under suspicion. After detecting the suspicious links, the next phase is to confirm the existence of wormholes by using the RTS / CTS mechanism for exchange of messages.
VII. DISCUSSION AND COMPARISON

<table>
<thead>
<tr>
<th>Method</th>
<th>Synchronization</th>
<th>Mobility Factor</th>
<th>Quality Factor</th>
</tr>
</thead>
<tbody>
<tr>
<td>Geographical Leashes technique</td>
<td>coarse synchronization</td>
<td>Restrict the maximum transmission distance of packet</td>
<td>Delay up to leashes factor</td>
</tr>
<tr>
<td>Temporal Leashes technique</td>
<td>fine-grained synchronization</td>
<td>Restrict the maximum transmission distance of packet</td>
<td>Delay up to leashes factor</td>
</tr>
<tr>
<td>DelPHI</td>
<td>No need</td>
<td>Not required</td>
<td>delay</td>
</tr>
<tr>
<td>Farid et al.</td>
<td>Some time delay added to detect suspicious links.</td>
<td>Not required</td>
<td>Queue delay , packet processing time</td>
</tr>
<tr>
<td>HMTIs</td>
<td>No need</td>
<td>Short range wormhole can be detected</td>
<td>Jilter</td>
</tr>
<tr>
<td>DaW</td>
<td>No need</td>
<td>Not required</td>
<td>Delay parameter</td>
</tr>
<tr>
<td>WAP</td>
<td>Required at source node</td>
<td>Maximum transmission distance is calculated.</td>
<td>Delay per hop</td>
</tr>
<tr>
<td>SAM</td>
<td>No need</td>
<td>Clustering required</td>
<td>No need</td>
</tr>
<tr>
<td>WORMEROS</td>
<td>RTT between source node and destination node is considered</td>
<td>No change in topology</td>
<td>Not consider</td>
</tr>
</tbody>
</table>

Wormhole attacks, in [6] which adversaries tunnel network data from one end of the network to another using an off-channel link, are a severe routing security concern in mobile wireless ad hoc networks. Wormhole attacks can not be prevented by cryptographic measures as in a wormhole attack they attackers do not create any packets themselves, but simply forward the packets they hear coming from valid network nodes. Several method use distance-bounding techniques to detect network packets that travel distances beyond radio range, thus preventing packets that have gone through the wormhole from being accepted. However, majority of these techniques rely on specialized hardware, and may not be
practical. Of distance-bounding techniques, GPS-based ones are particularly interesting, as, of the specialized hardware proposed to combat wormhole attacks, GPS is perhaps the most general in purpose, most available currently, and overall most promising. The effectiveness of GPS-based wormhole attack solution is intuitively solid: a packet cannot travel to another end of the network undetected if all nodes know precisely where they are located and where their neighbors are. Unfortunately, GPS-based wormhole combating techniques inherit the limitations of GPS technology. They cannot be used where GPS does not work (underwater, inside buildings, caves, etc.), or in small sensor networks (due to the resolution of GPS devices).

Nonetheless, GPS-based techniques are interesting, particularly for military or emergency situations, where GPS devices could be used for location awareness purposes, and could be added to network routing without any additional costs. Network visualization technique presented in for dense sensor networks does not require special hardware, and appears to be very interesting. In this technique, each node reports its perceived distance to its neighbors to a centralized controller. Based on the data collected from network nodes, the controller calculates the estimation of network’s physical topology, to which a wormhole, in certain scenarios, introduces impossibilities. It would be very interesting to study how this technique performs on networks that are mobile and not dense. Most likely, the technique will still work, but perhaps with reduces accuracy and higher false alarm rate. If that is the case, with the use of mobile agents for network visualization instead of the central controller this technique could be applied to general MANETs rather than to sensor networks only.

CONCLUSION

Overall, a significant amount of work has been done on solving wormhole attack problem. We can’t say one solution is applicable to all situations. So there is choice of solutions available based on cost, need of security, type of network. Implementing more hardware for increasing security may lead better result, but can be costly, which may affect the other networks need. Similarly some network require more security like military area network as compare to just local communication network, it also depending on network type like wireless sensor network have less mobility and can be described in some standard model. But most of other mobile ad hoc network are of infrastructure less, in this way we can say the choice of detection method depend upon different situation. A standard solution is still lacking, although several very useful solutions applicable to some networks have been described.
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